Notes from the COE Architectural Oversight Group (AOG) Meeting, 1 March 2002
1.
Mr. Rob Walker (COE PM) opened the meeting by soliciting attendee input regarding the May 2002 AOG.  It conflicts with the annual Software Technology Conference in Salt Lake City, so most DISA AOG participants will not be able to attend the AOG as currently scheduled for 3 May.  Attendees agreed that it would not be necessary to reschedule the AOG, but that instead there would be no AOG meeting in the month of May.

2.
Ms. Julie Mintz (COE Production Engineering) briefed COE Production Engineering status; briefing highlights follow:


a.
Tiger Team Support
· Kernel Patch Segment, Developer’s Toolkit and NIS+ Admin Tool for 4.2.0.0P7
· Second beta made available 13 February

· Corrected Windows beta made available 22 February

· Final delivery TBD, based on Tiger Team direction

· Tiger Team Engineering Drop made available 22 February
· Icsf4500p2drop6 and XISMI4.5.0.2drop6 are posted on the SPAWAR ftp server

b.
Draft I&RTS 4.2
· Initial draft was sent to AOG-ES 1 March (it has been posted to the ACMB list server; if you would like a copy, please e-mail a request to willia3e@ncr.disa.mil )
· Main changes:
· Documentation of the DII COE to COE change

· Addition of Windows 2000 support

· Incorporation of J2EE guidance

· Modifications to match the current/planned 4.x kernel and security implementations

· Modifications to the SHADE guidance to match current practices and products.

· Updates to references and web pages

· Caveats:
· Major changes to section 8 (Web Guidelines) are planned for the second draft

· Directory Services are not addressed. Content TBD pending resolution of GDS issues (I&RTS draft guidance does not match DoD’s Global Directory Services implementation)

· Windows “implementation” guidance removed from I&RTS; will be addressed in SIG or SDG (approximately 50% of chapter 7 was removed)

· Final edit has not yet been reviewed by COE Engineering Office; rejected changes are still visible as strikeouts
· Some of the changes to Appendix B items will impact segment compliance
· Windows Logo references (e.g., now refer to Win2K Logo Program vice Win NT Logo Program)
· Security changes to match more restrictive guidance
· Changes to match kernel implementation
· In most cases, testing with a recent kernel or use of the WINSCP/UNXSCP tools will flag the items for you
· The changes in the I&RTS match the current implementation
IMPORTANT NOTE:  Some segments that used to be compliant no longer are!  4.2 Appendix B requirements are not in effect until 4.2 I&RTS has been formally approved and released, i.e., grace period.  There is also a new UIS (User Interface Specification)!  There is a 29 March suspense for comments back to DISA.  Please provide your comments to:  amiller@c3smail.monmouth.army.mil with a copy to:  willia3e@ncr.disa.mil .

c.
Ongoing Activities
· COE Developer Documentation Requirements (DDR)
· Developers are verifying draft
· Windows Segmentation CBT
· Beta being packaged for distribution

d.
COE Release 4.6
· Schedule still in work because of Tiger Team internal scheduling issues, but offsets are:
· Solaris 8/ Windows 2000 software available on DADS (DISA Asset Distribution System) three weeks after final software delivery date
· Solaris 8/Windows 2000 CDs available six weeks after final software delivery date
· Solaris 7/Windows NT/HP-UX 11.0 software will be completed 30 days later
· If software delivery date is 4/30, DADS dates are 5/17&7/3 and CDs ship 6/6&7/24


NOTE:  Per Ms. Mintz, Kernel requirements have still not been finalized, so the 4/30 date is still fuzzy.


e.
Proposed ICSF Numbering Scheme
· Output from Tiger Team will be 4.5.0.3 (full delivery vice patch update) 
· Might need to be full release because of structural changes to meet TT requests
· Easier to start CM’ing as full release now
· Feature pack release will be 4.5.1.0
· Patches will be numbered 4.5.0.0Px, with P4 being the first
· Patch will have logic that allows it to install only on 4.5.0.3 and 4.5.1.0 baselines

f.
OS Support Issues
· Heads up:  Java 1.4 on Solaris 8 needs to run either on the Feb 02 version (i.e., the newest version of the commercial operating system) or with OS update patch 108528-13
· Traditionally, COE Engineering has waited to provide Netscape/iPlanet component segments until they are:
· Available from DoD download site
· Available for all supported platforms
· To fulfill recent requests, DISA will need to change COE policy
· iPlanet Directory Server 5.1 (current version is 4.13)
· Runs only on Solaris 8, not Solaris 7
· Runs only on UltraSPARC, not SPARC, machines
· Netscape (formerly Netscape Communicator) 6.2.1 (current versions are 4.6/4.77)
· Will not support Solaris 2.5.1 or HP-UX 10.20
· Still in beta for Solaris 7/8
· Products are not yet on download site
· Is it acceptable to:
· Provide a solution on one platform without waiting until it is available on all platforms?
· Provide a 3.1 solution that will never support all platforms?
· Orphan an existing platform/hardware?
NOTE:  AOG consensus appeared to be in favor of providing solutions as soon as they become available on one COE platform (i.e. OS), and not to hold up until a solution is available on all COE-supported platforms.  Please provide your inputs in this regard to:  amiller@c3smail.monmouth.army.mil with a copy to:  willia3e@ncr.disa.mil .


g.
Security Patch Support
· To support fielding of segmented versions of patches addressing critical IAVAs (Information Assurance Vulnerability Alerts) in a timely manner, COE Engineering has developed a streamlined approach for delivery and release processing
· Coordinate with GCCS in advance to pre-approve “permanent” waivers
· Use e-delivery to minimize CM time
· Coordinate with testers to reprioritize segments and reassign machines
· Test case was COE01-107
· Marked critical 22 Jan
· Process meeting held 25 Jan
· Developer tasked 28 Jan
· SECPTH 4.5.0.0 for Sol 7/8 delivered 14 Feb, approved 15 Feb
· SECPTH 3.1.0.0 for HP-UX 10.20 delivered 19 Feb, approved 22 Feb
· Delivery could be even faster in the future, because “permanent” (i.e., recurring for follow-on deliveries of software segment) waivers are now on file
· SECPTH (security patch) segments contain a single fix that would ordinarily be included in SOLPTH, HPPTH, NTPTH, W2KPTH, or NTCORE
· Streamlined process can help systems meet 30-day requirement
· Rapid turnaround impacts planned work
· Responsiveness to frequent OS vulnerabilities means fewer resources for GOTS development and COTS segmentation (seven OSs, plus IE, need to be supported)

h.
Miscellaneous
· The May AOG is scheduled for 3 May. Since COE management will be at STC (Software Technology Conference, http://www.stsc.hill.af.mil/stc/ ) on that date, should we:
· Cancel the May AOG?
· Hold a standalone meeting on a different date?
· Hold the AOG during the Developers’ Tech Exchange?
· 6 March is the deadline for providing feedback on the Kernel SRS (the only service to meet this suspense was Army)

i.
COE Developers’ Tech Exchange (DTE)
· Date: May 14-16
· Planned Location:  Doubletree Hotel at 7801 Leesburg Pike, Falls Church VA (same place as last year)
· Single rate of $150 per night meets the newest (2/15/02) U.S. Government per diem rates
· Reimbursable fee of $25 cash will be collected at check-in
· DISA DTE POC is Carol Koeppel, 703-882-1153/DSN 381-1153
NOTE:  Due to space limitations, the various services and agencies have been allocated a limited number of seats.  At CIO/G6 (formerly DISC4) request, Ms. Esther Williams will be compiling the list of Army attendees.  If you are an Army software developer, please have your government customer/sponsor send an e-mail requesting your attendance to:  willia3e@ncr.disa.mil .  Confirmation e-mails will be sent out in mid- to late-April.


j.
DTE Seat Allocation
· Seats will be allocated to the Services/Agencies/projects
· Air Force, Army, GCCS/GCSS, Maritime(Navy/MC/CG), NIMA, DODIIS, and NSA will manage their own seats
· COE Engineering will manage seats for all other attendees

k.
DTE Draft Agenda Day 1
· COE 36-Month Plan
· COE Kernel Update
· JMTK Update
· ICSF Update
· Segment Compliance
· XISMI Update
· XDBI Update
· Building Applications to Produce COP
· COE Security Update
· COE Messaging Update <-- Army (Common Software) to brief
· COE Printing Services Update

l.
DTE Draft Agenda Day 2
· State of the COE and Future Directions
· Shared Data Engineering:  Key to Interoperability
· Commercial Windows Kernel
· Unix and Linux Kernels
· COE J2EE Services
· Integration and Runtime Specs/J2EE Guidelines
· Web COP Design and Developer Process
· COE Community Process
· COE Tactical Workstation

m.
DTE Draft Agenda Day 3
· Industry analysts and product vendors will be invited to address the following questions in a series of briefings and panel discussions
· Enterprise Application Integration
· Web Services
· Portals
· Single Sign-on
3.
Mr. Wayne Duke (representing Navy) presented an update of the COE 4.5 Tiger Team effort; briefing highlights follow:

a.
Tiger Team Objectives
· COE Tiger Team is a 4 month effort with participation by COE Engineering, GCCS, COE‑M, and GCCS‑M (GCCS-A is also slated to participate in late March or early April)
· TT scheduled from 7 Jan thru 30 Apr 02.
· Established to accelerate getting COE 4.5 to a point were systems can start their formal integration, certification, operational test, and fielding process
· On-site key dev teams to work hand-in-hand with test engineers to isolate problem causes and to make fixes
· Same process that was use to “shape-up” both 2.X and 3.X baselines
· Success criteria:
· Close all pri-1/2 GSPRs
· Full 3.X functional equivalency and all new functionality properly working
· All stability, reliability, and performance issues addressed
· Solaris-8 and W2K are targeted baselines
· HP and NT will be delivered after Tiger Team completion based on recompilation of above baselines

b.
Approach
· The initial emphasis is on establishing a “baseline” of known issues, then addressing problems starting with pri-1/2 GSPRs (problem reports).
· Addressing all the Pri-1/2 GSPRs doesn’t necessarily mean we have a useable/fieldable system
· We need to address stability, reliability, and performance issues in a system level environment with operational segments loaded/in use.
· The TT approach in addressing performance and reliability concerns are:
· First we work to close the high priority problem reports in order to effectively evaluate the core baseline…
· Second, through a series of system level stress test events we identify potential stability, reliability, and performance issues
· We deal with identified issues until they are resolved

c.
COE Tiger Team March 2002 Schedule
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d.
COE Tiger Team April 2002 Schedule
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e.
Activities to Date
· Imported all open GSPRs to COE-M CM data base and established the baseline of valid problems

· All Open Pri-1/2’s against the “COE foundation” assigned to a worklists for the weekly TT builds

· 7 TT drops of ICSF and 6 of XIS and CCE/CME delivered to date

· 62 pri-1s, 197 pri-2s, 225 lower pri GSPRs validated closed (does not include items addressed in engineering drop 7
· Have been working with JPL via telcon to discuss/work kernel related issues and they are now on-site

· Coordinating with COE Engineering regarding high pri items outside ICSF/XIS/Kernel/CCE/CME area

· “Grey Beard” team brought in to look at provide fresh look at potential architectural/technical issues

· Includes SUN engineers and senior s/w engineers from other companies (i.e., “fresh” eyes/minds, COE, Java experts and others)
· Conducted first Stress/Capability Baseline Test (15-19 Feb)
· UCP (Universal Comms Processor; ICSF comms component) throughput testing verified that 4.X was significantly better than 3.X with approx same resource requirements
· With same data input injected into TMS, both the 3.x and 4.X used approx. the same resources and ended with same number of tracks/histories/etc.
· Stress Test was overall better than previous test, but encountered numerous problems due to procedural/process issues (e.g., inappropriate data input rates) and issues with the software itself.
· Meeting on-going this week to discuss lessons learned/issues and to establish an on-going "system/stress test process"
· Report of test findings posted
· First TT Engineering Release posted Thurs 21 Feb
· 2nd Engineering Release planned for end of March
· Final TT release (30 Apr) will be basics for COE 4.6
· Post Stress Test, started reload/reconfiguration to KP7beta2 and latest infrastructure segments plus TT drop 7

· Encountered installation problems with P7 beta 2 (JPL came on-site to isolate problems)
· Shifted back to P6
· Shifting to two primary test LANS for STR fix/regression testing and for continual system stress/KPP testing

· Began work to define KPPs (key performance parameters) for COE foundation

· Looking at 3.X equivalence as “threshold” while establishing higher “target” values
· Besides raw performance numbers, looking at CPU and memory threshold for the foundation
NOTE:  Mr. Walker added that as we move forward, we need to look at next set of infrastructure services that need to be added for: 1) kick-over load balancing, 2) graceful degradation, and 3) reliability (and work this in conjuction with real-time).


f.
Software Metrics Grouping
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g.
Metrics Data

[image: image4.wmf]Metrics Data

ICSF

1/7

1/10

1/17

1/24

1/31

2/7

2/14

2/21

2/28

3/7

3/14

3/21

3/28

4/4

4/11

4/18

4/25

5/2

Pri-1 Total:

52

53

57

60

63

63

63

65

Pri-1 Closed:

0

5

29

33

36

41

50

51

Pri-2 Total:

158

166

185

193

206

213

219

217

Pri-2 Closed:

0

21

74

98

112

123

135

139

Pri-3/4/5 Total:

269

287

318

357

374

379

383

384

Pri-3/4/5 Closed:

0

19

47

52

57

87

99

100

Total SCPs:

66

67

71

71

73

76

77

77

SCPs Closed:

0

2

17

19

23

24

26

26

XIS/XISMI

1/7

1/10

1/17

1/24

1/31

2/7

2/14

2/21

2/28

3/7

3/14

3/21

3/28

4/4

4/11

4/18

4/25

5/2

Pri-1 Total:

5

5

7

7

7

8

8

9

Pri-1 Closed:

0

0

2

2

2

3

5

5

Pri-2 Total:

17

18

19

19

20

21

21

25

Pri-2 Closed:

0

0

4

9

9

11

11

11

Pri-3/4/5 Total:

43

45

49

50

54

54

54

58

Pri-3/4/5 Closed:

0

0

10

10

13

14

15

15

Total SCPs:

4

4

5

5

5

5

5

5

SCPs Closed:

0

0

0

0

0

0

0

0

CMN APPLS

1/7

1/10

1/17

1/24

1/31

2/7

2/14

2/21

2/28

3/7

3/14

3/21

3/28

4/4

4/11

4/18

4/25

5/2

Pri-1 Total:

4

4

4

4

4

4

5

5

Pri-1 Closed:

0

0

0

0

0

0

0

1

Pri-2 Total:

24

27

29

35

35

35

36

36

Pri-2 Closed:

0

0

2

9

20

22

25

26

  

 

Pri-3/4/5 Total:

22

25

33

38

39

46

48

48

Pri-3/4/5 Closed:

0

0

0

0

3

9

17

17

Total SCPs:

4

4

4

4

4

4

4

4

SCPs Closed:

0

0

0

0

0

0

0

0

INFRASTRUCTURE

1/7

1/10

1/17

1/24

1/31

2/7

2/14

2/21

2/28

3/7

3/14

3/21

3/28

4/4

4/11

4/18

4/25

5/2

Pri-1 Total:

8

8

8

8

8

8

9

9

Pri-1 Closed:

0

2

3

4

5

5

5

5

Pri-2 Total:

29

29

30

30

32

34

34

39

Pri-2 Closed:

0

2

17

19

20

20

20

21

Pri-3/4/5 Total:

191

194

201

203

209

216

217

218

Pri-3/4/5 Closed:

0

4

48

56

61

62

64

64

Total SCPs:

29

29

29

29

32

32

32

32

SCPs Closed:

0

2

2

2

3

3

3

3

Software Totals

1/7

1/10

1/17

1/24

1/31

2/7

2/14

2/21

2/28

3/7

3/14

3/21

3/28

4/4

4/11

4/18

4/25

5/2

Pri-1 Total:

69

70

76

79

82

83

85

88

Pri-1 Closed:

0

7

34

39

43

49

60

62

Pri-2 Total:

228

240

263

277

293

303

310

317

Pri-2 Closed:

0

23

97

135

161

176

191

197

Pri-3/4/5 Total:

525

551

601

648

676

695

702

708

Pri-3/4/5 Closed:

0

23

105

118

134

172

195

196

Total SCPs:

103

104

109

109

114

117

118

118

SCPs Closed:

0

4

19

21

26

27

29

29



h.
Looking Ahead
· Continue addressing identified STRs
· Rapidly closing on Pri-1/2 completion

· Work with JPL to address kernel issues
· Identify any significant items that can be addressed post TT
· Complete identification on KPPs and determine where we stand
· Take action to address any identified issues

· Continue System Stress testing to identify stability, reliability, and performance issues
· Address identified issues

4.
Mr. Paul Denning (Mitre, Chair of Distributed Computing TWG) provided a brief overview of the J2EE Landscape; briefing highlights follow:


a.
Purpose
· Overview of Java 2 Enterprise Edition (J2EE) as it relates to COE

b.
Outline
· Motivation for J2EE in COE (36-Month Plan)
· J2EE Overview
· COE J2EE Deployment
· J2EE, .NET, and Web Services

c.
COE 36-Month Plan (abridged)
· What Stays The Same?
· Preserve benefits of software packaging for easy install/de-install and “peaceful coexistence”
· What Needs To Change?
· COE must provide guidance and products that support network-centric operations
· Move beyond systems to network capabilities
· Strengthen partnerships with industry and community in developing COE product line
· Keeps COE open to industry innovation
· Move COE to a largely commercial service-based architecture (5.x)

d.
J2EE Overview
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NOTE:  Per Mr. Denning, J2EE is “primarily the stuff in the middle” of the diagram.


e.
J2SE 1.4
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NOTE:  Per Mr. Denning, the Java compiler must be on the server; this presents some security concerns.  JNDI provides basic CORBA support.


f.
J2EE Specifications
	
	J2EE 1.2
	J2EE 1.3
	J2EE 1.4

	J2EE Specification
	17 Dec 1999
	22 August 2001
	2nd half CY2002

	# Branded Products
	17
	12
	

	CTS # Tests
	5000
	15000
	

	RMI-IIOP
	Optional
	Mandatory
	

	J2SE
	1.2.2
	1.3
	1.4

	EJB
	1.3
	2.0
	JSR153

	JSP
	1.1
	1.2
	JSR152

	Servlet
	2.2
	2.3
	JSR154

	JDBC
	2.0
	2.1
	3.0

	JNDI
	1.2
	1.2
	

	JMS
	1.0.2
	1.0.2
	JSR914

	JTA
	1.0.1
	1.0.1
	

	JTS
	0.95
	1.0
	

	JavaMail
	1.1
	1.1
	

	JAF
	1.0.1
	1.0
	

	JCA
	
	1.0
	JSR112

	JAAS
	
	1.0
	

	JAXP
	
	1.0
	JSR063

	JAXM
	
	
	JSR067

	JAXR
	
	
	JSR093

	JAX-RPC
	
	
	JSR101

	Web Services
	
	
	JSR109

	Management
	
	
	JSR077

	Deployment
	
	
	JSR088

	Authorization
	
	
	JSR115

	JNLP (Webstart)
	
	
	JSR056



g.
J2EE 1.2 Branded Products
· ATG Dynamo Application Server 5
· BEA WebLogic Server 6.1 (soon to be available in the COE)
· Borland AppServer 4.5
· Fujitsu INTERSTAGE
· Hitachi Cosminexus Server Standard Edition
· HP Total-e-Server
· IBM WebSphere Application Server 4.0
· IONA iPortal Application Server 1.3
· iPlanet Application Server 6.0
· Macromedia JRun Server 3.1
· Oracle 9i Application Server (soon to be available in the COE)
· Persistence PowerTier Application Server 7.0
· SilverStream Application Server 3.7
· Sybase EAServer 3.6.1
· TogetherSoft ControlCenter
· Trifork Enterprise Application Server 2.2
· J2EE SDK v1.2 (Sun-provided reference implementation)

h.
J2EE 1.3 Branded Products
· BEA WebLogic Preview 7.0
· Borland Enterprise Server 5.0
· Borland JBuilder 6.0
· Computer Associates Advantage Joe
· IBM WebSphere Technology for Developers
· Macromedia JRun Server Technology Preview
· Pramati Server 3.0
· SAS AppDev Studio 2.0.2 Preview Release
· SilverStream eXtend App Server 4.0 Beta
· Sybase EAServer 4.1 (available as a COE component)
· Trifork Application Server 3.0
· J2EE SDK v1.3 (Sun-provided reference implementation)

i.
Unbranded J2EE Products
· JBoss (Open Source) was on track for addition to COE
· Preliminary Design Review (PDR) conducted in August 2001
· Sensitive issues about legal details of Sun license related to J2EE branding
· Apparently not an issue for subsets of J2EE
· Tomcat for Servlet and JSP
· DISA decision to continue segmentation of Tomcat and Apache web server, but not JBoss
· Working to define some guidance about use of unbranded J2EE products as Mission Application segments (not part of COE)

j.
COE 36-Month Plan (revisited)
· Move COE to a Largely Commercial Service-Based Architecture (5.x)
· Issue
· Industry is migrating to service-based architectures (technology as enabler)
· Actions
· Develop roadmap for COE transition
· Incorporate service-based approach in acquisitions
· Provide critical infrastructure (plumbing) to enable key services

k.
J2EE vs .NET vs Web Services
· Complimentary to each other
· Java developers use J2EE
· Windows developers use .NET
· Integration via Web Services
· HTTP, XML, SOAP, WSDL, UDDI

l.
Conclusions
· J2EE Mission applications will need some tailoring depending on J2EE platform vendor
· J2EE Deployment will require more training than typical COE Installer applications
· Transition to service-oriented architecture and web services is a natural progression supported by J2EE vendors
· J2EE, .NET, web services are complimentary
· Please inform the Distributed Computing TWG and your service or agency representative of your J2EE and web services initiatives
· pauld@mitre.org (Paul Denning, TWG Chair)
· AHodges@c3smail.monmouth.army.mil (Anthony Hodges, Army rep to DC TWG)

5.
Mr. Fritz Schulz announced the upcoming Kernel TWG meeting, scheduled for 14 March at DISA’s Skyline 7 facility.  Attendance was limited to Service/Agency representatives and their guests; please contact Bob Miller (Army rep to the Kernel TWG) for more details (ROBERT.B.MILLER@saic.com ).

6.
Dr. Jack Lawrence (FGM) presented a briefing entitled “XIS & ICSF Developer Guidance”; briefing highlights follow.  

a.
The Operational Context
· Virtual Battle Map PLUS - “click” access to amplifying data about the battle map in tables, text, multi-media, mission apps, etc.   
· Supporting tools and data to conduct, monitor, and plan joint operations (logistics, Intel, planning, etc.) in warfare and operations other than warfare

b.
A Useful Way to Subdivide the Operational Context
· Situational Awareness (What’s happening?)
· “Real time” view of the current disposition of “tactical” objects (forces, targets, “tactical” roads & airfields, etc.)
· Typically presented to user on a geographic display
· Typically data “push” with “smart pull” architecture
· “Keep me informed of the evolving situation” scenarios (standing query)
· Situational Analysis (How did it happen? What are my options?)
· Evaluation of “tactical” and “non-tactical” data
· Geographic display is only one of many possible data presentation techniques (tables, charts, spreadsheets, etc.)
· Needs “real time” data access, but analysis typically not “real time”
· Typically data pull architecture - characterized by ad hoc user queries
· Other Supporting Information & Systems (What support is available?)
· Logistics, medical, transportation, etc.

c.
A Recommended Way to Characterize the Current Implementation
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d.
How it Should Work: Drag & Drop
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e.
Some Example Guiding Principles
· The data producer and consumer are loosely coupled
· They agree upon a protocol or an API
· The data producer determines whether or not a consumer can initiate a data action (delete, edit, …)
· Producer determines access rights
· The data consumer determines whether or not to accept or ignore an update
· The data producer is always the authoritative source for an object
· Transfer of ownership only occurs if the data producer says so
· Data transformation does not imply transfer of ownership
· Drag & Drop does not imply transfer of ownership
· Visualization does not imply transfer of ownership

f.
Next Steps
· Resolve Terminology!
· Develop a COE Engineering Office Position paper
· Include Usage Flowcharts and Use Case Examples
· Brief Community “Players”

· Contractors (NGIT, Polexis)
· NGIT & Polexis are helping to produce the final position brief
· Government
· Pasek, Fernandes, Davis – Completed
· Walker, Baird, Kuzma, et al - Completed
· Government
· Pasek, Fernandes, Davis – Completed
· Walker, Baird, Kuzma, et al - Completed
· COP TWG
· AOG
· COE Developer’s Conference
· Scheduled for May timeframe

g.
Summary
· Can I ….
· Field XIS-A without COP-A?
-->
Yes
· Field COP-A without XIS-A?
-->
Yes
· Field XIS-A plus COP-A?
-->
Yes
· Field XIS-A without ICSF?
-->
maybe – depends on XIS-A
· Field COP-A without XIS-I?
-->
open – depends on XIS-I benefits
· Field XIS-I plus ICSF?

-->
Yes
7.
Mr. Rob Walker then presented updated Action Item status; briefing highlights follow:


a.
AOG-0106-01 - Develop a list of lightweight candidate GOTS (& COTS if possible) for process management that address graceful shutdown as well as the capabilities currently in the Administration Services SRS.  (Admin TWG)  
· The selected products, ideally, would support both a Unix and Windows environment
· Remains OPEN
· Also being looked at by the Kernel TWG
NOTE:  The MACI (MCS/ASAS Common Infrastructure) Process Management software will be briefed at the 20 March meeting of the newly formed System Management Services TWG (resulting from a “merging” of the administration and network management services TWGs).  The CTSF DUT (Diagnostic Utility Tool) product also has potential to meet some unmet requirements in this area.


b.
AOG-0106-04 - NIMA and DISA will coordinate with Services and Agencies via MCG&I TWG and pertinent PMs to 1) identify which draft JMV APIs to accept and retain in the COE for 4.x life-cycle support, and 2) determine which programs are interested in the C/JMTK Translation Layer and what APIs it should include. (assigned to NIMA, DISA)
· Good response to survey; 500 APIs identified
· Remains OPEN - due within two months following C/JMTK contract award (source selection still in process)

c.
AOG-0106-05 - Provide guidance to programs on making objects XIS-aware. (assigned to SEWG, DISA)
· Will be addressed by Dr. Lawrence’s ICSF, XIS, XDBI, and COP guidelines
· CLOSED by today’s briefing by Dr. Lawrence.

d.
AOG-0107-01 - Determine ROM cost for acquiring support contracts for unsupported OSs (assigned to COE Chief Engineer)
· In response to customer requests, Windows NT COE baselines will be supported beyond NT end-of-life. 
· CLOSED

e.
AOG-0107-04 - Make recommendation to AOG for additional APM APIs (assigned to SEWG, Kernel TWG)
· All kernel enhancements are being managed through the Tiger Team
· All who want enhancements should participate as part of Tiger Team
· Remains OPEN - ongoing

f.
AOG-0110-10 – Per Navy/SEWG request, provide updated status on ICSF support for late bindings/symbolic groups (assigned to MAJ Bobby Myers)
· The Tiger Team will address this action item and report resolution to the AOG
· This is a solution for discretionary access control (DAC) on Unix, but what to do on Windows?
· CLOSED and new action item added to brief ICSF late binding implementation at April AOG.

g.
AOG-0201-01 – Develop and document a mechanism for managing, distributing, and notifying users of changes to the CITI compliance algorithms. (Toolkit TWG)  
· Action assigned to CITI Compliance Subgroup
· Remains OPEN

h.
AOG-0201-02 – Toolkit TWG establish a subgroup to develop and document standard interpretations of the outputs of the CITI compliance algorithms.  (Toolkit TWG)
· CITI Compliance Subgroup established under Mr. Ron Hacker
· Goals of Subgroup are to:
· Establish a controlled environment for managing and distributing tools used by the CITI in performing compliance testing based on the 4.x I&RTS.
· Establish a technical review group to oversee tool development and modification
· Define a consistent interpretation of the I&RTS appendix B items
· CLOSED – Subgroup established
NOTE:  Per Mr. Walker, there is another, complementary issue here.  At some point, SSC-SD (SPAWAR Systems Center-San Diego) will have to support joint service testing.  Rob would like S/A participation in future test strategy development activities.  That is, how can we translate the ongoing ICSF/Kernel Tiger Team activities into something that can be applied to a larger community?  Also, we’ll need to think about how to perform certification & accreditation (C&A) and functional testing for larger systems.


i.
AOG-0201-04 – In preparation for the J2EE Enterprise license discussion, request the Distributed Computing TWG Chair brief the AOG on the J2EE Landscape.  (USAF Rep)
· CLOSED per Mr. Paul Denning’s brief at March 2002 AOG

j.
AOG-0201-05 – Review Security Criteria Protection Profile and provide technical comments to Mr. Bob DeVenny, COE Engineering Office, by 7 Feb 2002.  (AOG Members)
· CLOSED, based upon comments received.
· DISA is working with NSA for disposition of comments/inputs.

k.
AOG-0202-01 – AOG-0202-01- Members should provide feedback on Windows Segmentation CBT to Zeke Salter (salterz@ncr.disa.mil).  (AOG Members)
· Feedback was due by 22 February
· Informal feedback has been very positive  
· Need to ensure documentation tracks with the CBT references prior to general release  
· Recommend Closure based on comments received
· The CBT was based on the draft version of the 4.2 I&RTS currently being staffed for comments.  Even the “final” releasable CBT will be a “beta” as there will not be a “final” 4.2 I&RTS at the time the CBT is released.

l.
AOG-0202-02 – Systems Management Services TWG will participate in IPv6 Working Group. (SMS TWG Chairs)
· Dr. Charles Lynch, lynch1c@ncr.disa.mil, 703-882-0063 is POC
· Remains OPEN
NOTE:  Joe Johnson may get SE&I POC to work with Navy/Tom Glaab (Comms TWG Chair) on this.

m.
AOG-0202-03 – AOG Representatives to document the configuration baselines they plan to use over the next 36 months.  (AOG Members)
· Spreadsheet was provided to AOG membership by COE Engineering Office by 12 February 2002 email
· Updated spreadsheet due back to the COE Engineering Office by March AOG
· Remains OPEN

n.
AOG-0202-04 – COE Engineering Office will publish notional 4.6 schedules. Once AOG representatives see the options, they will provide feedback on their desired dates and implementation.  (COE Chief Engineer, AOG Representatives)
· Addressed during March AOG Production Engineering Briefing
· Draft release schedule cannot be provided until Tiger Team schedule is locked down
· Remains OPEN
8.
Mr. Jay Scarano (Mitre, Air Force AOG rep) asked that DISA, as well as the other services and agencies, address COE compliance in their respective enterprise software initiatives.

9.
Mr. John Whittenton (Mitre supporting the DIA) provided the DoDIIS status update; highlights follow:

a. DIA’s transition to a complete Win2K system with Active Directory was completed over Presidents’ Day weekend.
b. DoDIIS is planning a technical exchange meeting 28/29 March at Microsoft Federal to discuss Global Directory Services/Win2K/Active Directory Services lessons learned.

10.
The new Joint Staff representative asked for the AOG audience’s input regarding the next iteration of the JTA.  Specifically, the question asked was whether OSD should push out version 4.0 of the JTA or fix the 5.0 version instead, addressing interface issues.  (The LTC also asked whether JTA 3.1 would cause a lot of damage if the 4.0 version is killed.)  Mr. Walker responded that, from a COE perspective, skipping 4.0 will not hurt with the exception of the new standards and technologies that DISA had pushed to get into the 4.0 version.  Mr. Walker added that from an enterprise perspective, OSD needs to ensure they are included in the 5.0 version.  Thus, Mr. Walker’s only issue was how to force OSD to follow through on their commitment to include in 5.0 version the standards and technologies it had agreed to include in the 4.0 version.  The Joint Staff representative agreed and added that the Joint Operational Architecture is being revived and “brought back into the JTA fold”.  Mr. Walker noted that what is conspicuously absent from the framework document is how the technical architecture and the system architecture map to one another.

11.
Mr. Walker closed the meeting with the announcement that the next AOG is scheduled for 5 April at DISA Skyline 7, 5275 Leesburg Pike, Falls Church VA, Room 1N47.  There will be no AOG meeting in May. 
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Metrics Data





init data


			ICSF			1/7			1/10			1/17			1/24			1/31			2/7			2/14			2/21			2/28			3/7			3/14			3/21			3/28			4/4			4/11			4/18			4/25			5/2


			Pri-1 Total:			44			1			4			3			2


			Pri-1 Closed:			0			2			24			4			2


			Pri-2 Total:			130			8			21			8			10


			Pri-2 Closed:			0			11			51			24			14


			Pri-3/4/5 Total:			261			13			28			39			21


			Pri-3/4/5 Closed:			0			16			27			5			4


			Total SCPs:			68			1			3			0			2


			SCPs Closed:			0			0			15			2			4


			XIS/XISMI			1/7			1/10			1/17			1/24			1/31			2/7			2/14			2/21			2/28			3/7			3/14			3/21			3/28			4/4			4/11			4/18			4/25			5/2


			Pri-1 Total:			5			0			2			0			0


			Pri-1 Closed:			0			0			2			0			0


			Pri-2 Total:			19			1			3			0			1


			Pri-2 Closed:			0			0			4			5			0


			Pri-3/4/5 Total:			37			7			3			1			4


			Pri-3/4/5 Closed:			0			0			10			0			2


			Total SCPs:			4			1			1			0			0


			SCPs Closed:			0			0			0			0			0


			CMN APPLS			1/7			1/10			1/17			1/24			1/31			2/7			2/14			2/21			2/28			3/7			3/14			3/21			3/28			4/4			4/11			4/18			4/25			5/2


			Pri-1 Total:			3			0			0			0			1


			Pri-1 Closed:			0			0			1			0			0


			Pri-2 Total:			22			5			1			6			0


			Pri-2 Closed:			0			0			3			7			11


			Pri-3/4/5 Total:			24			3			7			4			1


			Pri-3/4/5 Closed:			0			0			5			0			8


			Total SCPs:			4			0			0			0			0


			SCPs Closed:			0			0			0			0			0


			INFRASTRUCTURE			1/7			1/10			1/17			1/24			1/31			2/7			2/14			2/21			2/28			3/7			3/14			3/21			3/28			4/4			4/11			4/18			4/25			5/2


			Pri-1 Total:			9			0			0			0			0


			Pri-1 Closed:			0			2			0			1			2


			Pri-2 Total:			30			0			1			0			2


			Pri-2 Closed:			0			2			15			2			1


			Pri-3/4/5 Total:			166			2			7			2			10


			Pri-3/4/5 Closed:			0			4			42			8			6


			Total SCPs:			58			0			0			0			3


			SCPs Closed:			0			2			0			0			0


			Software Totals			1/7			1/10			1/17			1/24			1/31			2/7			2/14			2/21			2/28			3/7			3/14			3/21			3/28			4/4			4/11			4/18			4/25			5/2


			Pri-1 Total:			61			1			6			3


			Pri-1 Closed:			0			4			27			5


			Pri-2 Total:			201			14			26			14


			Pri-2 Closed:			0			13			73			38


			Pri-3/4/5 Total:			488			25			45			46


			Pri-3/4/5 Closed:			0			20			84			13


			Total SCPs:			134			2			4			0


			SCPs Closed:			0			2			15			2








chart data


			


			ICSF			1/7			1/10			1/17			1/24			1/31			2/7			2/14			2/21			2/28			3/7			3/14			3/21			3/28			4/4			4/11			4/18			4/25			5/2


			Pri-1 Total:			52			53			57			60			63			63			63			65


			Pri-1 Closed:			0			5			29			33			36			41			50			51


						1/7																		2/14			2/21			2/28			3/7			3/14			3/21			3/28			4/4			4/11			4/18			4/25			5/2


			Pri-2 Total:			158			166			185			193			206			213			219			217


			Pri-2 Closed:			0			21			74			98			112			123			135			139


						1/7																		2/14			2/21			2/28			3/7			3/14			3/21			3/28			4/4			4/11			4/18			4/25			5/2


			Pri-3/4/5 Total:			269			287			318			357			374			379			383			384


			Pri-3/4/5 Closed:			0			19			47			52			57			87			99			100


						1/7																		2/14			2/21			2/28			3/7			3/14			3/21			3/28			4/4			4/11			4/18			4/25			5/2


			Total SCPs:			66			67			71			71			73			76			77			77


			SCPs Closed:			0			2			17			19			23			24			26			26


			XIS/XISMI			1/7			1/10			1/17			1/24			1/31			2/7			2/14			2/21			2/28			3/7			3/14			3/21			3/28			4/4			4/11			4/18			4/25			5/2


			Pri-1 Total:			5			5			7			7			7			8			8			9


			Pri-1 Closed:			0			0			2			2			2			3			5			5


						1/7																		2/14			2/21			2/28			3/7			3/14			3/21			3/28			4/4			4/11			4/18			4/25			5/2


			Pri-2 Total:			17			18			19			19			20			21			21			25


			Pri-2 Closed:			0			0			4			9			9			11			11			11


						1/7																		2/14			2/21			2/28			3/7			3/14			3/21			3/28			4/4			4/11			4/18			4/25			5/2


			Pri-3/4/5 Total:			43			45			49			50			54			54			54			58


			Pri-3/4/5 Closed:			0			0			10			10			13			14			15			15


						1/7																		2/14			2/21			2/28			3/7			3/14			3/21			3/28			4/4			4/11			4/18			4/25			5/2


			Total SCPs:			4			4			5			5			5			5			5			5


			SCPs Closed:			0			0			0			0			0			0			0			0


			CMN APPLS			1/7			1/10			1/17			1/24			1/31			2/7			2/14			2/21			2/28			3/7			3/14			3/21			3/28			4/4			4/11			4/18			4/25			5/2


			Pri-1 Total:			4			4			4			4			4			4			5			5


			Pri-1 Closed:			0			0			0			0			0			0			0			1


						1/7																		2/14			2/21			2/28			3/7			3/14			3/21			3/28			4/4			4/11			4/18			4/25			5/2


			Pri-2 Total:			24			27			29			35			35			35			36			36


			Pri-2 Closed:			0			0			2			9			20			22			25			26


						1/7																		2/14			2/21			2/28			3/7			3/14			3/21			3/28			4/4			4/11			4/18			4/25			5/2


			Pri-3/4/5 Total:			22			25			33			38			39			46			48			48


			Pri-3/4/5 Closed:			0			0			0			0			3			9			17			17


						1/7																		2/14			2/21			2/28			3/7			3/14			3/21			3/28			4/4			4/11			4/18			4/25			5/2


			Total SCPs:			4			4			4			4			4			4			4			4


			SCPs Closed:			0			0			0			0			0			0			0			0


			INFRASTRUCTURE			1/7			1/10			1/17			1/24			1/31			2/7			2/14			2/21			2/28			3/7			3/14			3/21			3/28			4/4			4/11			4/18			4/25			5/2


			Pri-1 Total:			8			8			8			8			8			8			9			9


			Pri-1 Closed:			0			2			3			4			5			5			5			5


						1/7																		2/14			2/21			2/28			3/7			3/14			3/21			3/28			4/4			4/11			4/18			4/25			5/2


			Pri-2 Total:			29			29			30			30			32			34			34			39


			Pri-2 Closed:			0			2			17			19			20			20			20			21


						1/7																		2/14			2/21			2/28			3/7			3/14			3/21			3/28			4/4			4/11			4/18			4/25			5/2


			Pri-3/4/5 Total:			191			194			201			203			209			216			217			218


			Pri-3/4/5 Closed:			0			4			48			56			61			62			64			64


						1/7																		2/14			2/21			2/28			3/7			3/14			3/21			3/28			4/4			4/11			4/18			4/25			5/2


			Total SCPs:			29			29			29			29			32			32			32			32


			SCPs Closed:			0			2			2			2			3			3			3			3


			Software Totals			1/7			1/10			1/17			1/24			1/31			2/7			2/14			2/21			2/28			3/7			3/14			3/21			3/28			4/4			4/11			4/18			4/25			5/2


			Pri-1 Total:			69			70			76			79			82			83			85			88


			Pri-1 Closed:			0			7			34			39			43			49			60			62


						1/7			1/10			1/17			1/24			1/31			2/7			2/14			2/21			2/28			3/7			3/14			3/21			3/28			4/4			4/11			4/18			4/25			5/2


			Pri-2 Total:			228			240			263			277			293			303			310			317


			Pri-2 Closed:			0			23			97			135			161			176			191			197


						1/7			1/10			1/17			1/24			1/31			2/7			2/14			2/21			2/28			3/7			3/14			3/21			3/28			4/4			4/11			4/18			4/25			5/2


			Pri-3/4/5 Total:			525			551			601			648			676			695			702			708


			Pri-3/4/5 Closed:			0			23			105			118			134			172			195			196


						1/7			1/10			1/17			1/24			1/31			2/7			2/14			2/21			2/28			3/7			3/14			3/21			3/28			4/4			4/11			4/18			4/25			5/2


			Total SCPs:			103			104			109			109			114			117			118			118


			SCPs Closed:			0			4			19			21			26			27			29			29
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			37287			37287


			37294			37294


			37301			37301


			37308			37308


			37315			37315


			37322			37322


			37329			37329


			37336			37336


			37343			37343


			37350			37350


			37357			37357


			37364			37364


			37371			37371


			37378			37378





Total


Closed


69


0


70


7


76


34


79


39


82


43


83


49


85


60


88


62





grp p2


			37263			37263


			37266			37266


			37273			37273


			37280			37280


			37287			37287


			37294			37294


			37301			37301


			37308			37308


			37315			37315


			37322			37322


			37329			37329


			37336			37336


			37343			37343


			37350			37350


			37357			37357


			37364			37364


			37371			37371


			37378			37378





Total


Closed


228


0


240


23


263


97


277


135


293


161


303


176


310


191


317


197





grp p345


			37263			37263


			37266			37266


			37273			37273


			37280			37280


			37287			37287


			37294			37294


			37301			37301


			37308			37308


			37315			37315


			37322			37322


			37329			37329


			37336			37336


			37343			37343


			37350			37350


			37357			37357


			37364			37364


			37371			37371


			37378			37378





Total


Closed


525


0


551


23


601


105


648


118


676


134


695


172


702


195


708


196





grp scp


			37263			37263


			37266			37266


			37273			37273


			37280			37280


			37287			37287


			37294			37294


			37301			37301


			37308			37308


			37315			37315


			37322			37322


			37329			37329


			37336			37336


			37343			37343


			37350			37350


			37357			37357


			37364			37364


			37371			37371


			37378			37378





Total


Closed


103


0


104


4


109


19


109


21


114


26


117


27


118


29


118


29





icsf p1


			37263			37263


			37266			37266


			37273			37273


			37280			37280


			37287			37287


			37294			37294


			37301			37301


			37308			37308


			37315			37315


			37322			37322


			37329			37329


			37336			37336


			37343			37343


			37350			37350


			37357			37357


			37364			37364


			37371			37371


			37378			37378





Total


Closed


ICSF Pri-1 Status


56


0


57


2


61


26


64


30


66


40


66


45





icsf p2


			143			0


			151			11


			172			62


			180			86


			190			100


			195			111





Total


Closed


ICSF Pri-2 Status





icsf p345


			261			0


			274			16


			302			43


			341			48


			362			52


			369			77





Total


Closed


ICSF Pri-3/4/5 Status





icsf scp


			68			0


			69			0


			72			15


			72			17


			74			21


			77			22





Total


Closed


ICSF SCP Status





xis p1


			37263			37263


			37266			37266


			37273			37273


			37280			37280


			37287			37287


			37294			37294


			37301			37301


			37308			37308


			37315			37315


			37322			37322


			37329			37329


			37336			37336


			37343			37343


			37350			37350


			37357			37357


			37364			37364


			37371			37371


			37378			37378





Total


Closed


XIS/XISMI Pri-1 Status


5


0


5


0


7


2


7


2


7


2


8


3





xis p2


			17			0


			18			0


			22			5


			22			10


			23			10


			24			12





Total


Closed


XIS/XISMI Pri-2 Status





xis p345


			37			0


			44			0


			47			10


			48			10


			52			12


			52			13





Total


Closed


XIS/XISMI Pri-3/4/5 Status





xis scp


			4			0


			5			0


			6			0


			6			0


			6			0


			6			0





Total


Closed


XIS/XISMI SCP Status





cmn aps p1


			37263			37263


			37266			37266


			37273			37273


			37280			37280


			37287			37287


			37294			37294


			37301			37301


			37308			37308


			37315			37315


			37322			37322


			37329			37329


			37336			37336


			37343			37343


			37350			37350


			37357			37357


			37364			37364


			37371			37371


			37378			37378





Total


Closed


Cmn Appls Pri-1 Status


3


0


3


0


3


1


3


1


4


1


4


1





cmn aps p2


			22			0


			27			0


			28			3


			34			10


			34			21


			35			22





Total


Closed


Cmn Appls Pri-2 Status





cmn aps p3


			166			0


			168			4


			175			46


			177			54


			187			60


			187			60





Total


Closed


Cmn Appls Pri-3 Status





cmn sps scp


			4			0


			4			0


			4			0


			4			0


			4			0


			3			0





Total


Closed


Cmn Appls SCP Status





infr p1


			37263			37263


			37266			37266


			37273			37273


			37280			37280


			37287			37287


			37294			37294


			37301			37301


			37308			37308


			37315			37315


			37322			37322


			37329			37329


			37336			37336


			37343			37343


			37350			37350


			37357			37357


			37364			37364


			37371			37371


			37378			37378





Total


Closed


Infrastructure Pri-1 Status


8


0


8


2


8


2


8


3


8


5


8


5





infr p2


			30			0


			30			2


			31			17


			31			19


			33			20


			33			20





Total


Closed


Infrastructure Pri-2 Status





infr p345


			166			0


			168			4


			175			46


			177			54


			187			60


			187			60





Total


Closed


Infrastructure Pri-3/4/5 Status





infr scp


			58			0


			58			2


			58			2


			58			2


			61			2


			61			2





Total


Closed


Infrastructure SCP Status





Sheet3


			


			Common Applications


			CCE


			CME


			CNTP


			CST


			Infrastructure


			COE Kernel


			SOLPTH


			W2KPTH


			JAVA2


			WEBBr


			PERL


			SPCFG


			NMSP


			W2KCET


			SECBNR


			UPDTSL


			SBDATA


			SMB


			PRINTS


			PRINTC


			PRINTD


			ONDOC


			CIFS


			JMA


			JMS


			JMS










ICSF 1/7 1/10 1/17 1/24 1/31 2/7 2/14 2/21 2/28 3/7 3/14 3/21 3/28 4/4 4/11 4/18 4/25 5/2


Pri-1 Total: 52 53 57 60 63 63 63 65


Pri-1 Closed: 0 5 29 33 36 41 50 51


Pri-2 Total: 158 166 185 193 206 213 219 217


Pri-2 Closed: 0 21 74 98 112 123 135 139


Pri-3/4/5 Total: 269 287 318 357 374 379 383 384


Pri-3/4/5 Closed: 0 19 47 52 57 87 99 100


Total SCPs: 66 67 71 71 73 76 77 77


SCPs Closed: 0 2 17 19 23 24 26 26


XIS/XISMI 1/7 1/10 1/17 1/24 1/31 2/7 2/14 2/21 2/28 3/7 3/14 3/21 3/28 4/4 4/11 4/18 4/25 5/2


Pri-1 Total: 5 5 7 7 7 8 8 9


Pri-1 Closed: 0 0 2 2 2 3 5 5


Pri-2 Total: 17 18 19 19 20 21 21 25


Pri-2 Closed: 0 0 4 9 9 11 11 11


Pri-3/4/5 Total: 43 45 49 50 54 54 54 58


Pri-3/4/5 Closed: 0 0 10 10 13 14 15 15


Total SCPs: 4 4 5 5 5 5 5 5


SCPs Closed: 0 0 0 0 0 0 0 0


CMN APPLS 1/7 1/10 1/17 1/24 1/31 2/7 2/14 2/21 2/28 3/7 3/14 3/21 3/28 4/4 4/11 4/18 4/25 5/2


Pri-1 Total: 4 4 4 4 4 4 5 5


Pri-1 Closed: 0 0 0 0 0 0 0 1


Pri-2 Total: 24 27 29 35 35 35 36 36


Pri-2 Closed: 0 0 2 9 20 22 25 26    


Pri-3/4/5 Total: 22 25 33 38 39 46 48 48


Pri-3/4/5 Closed: 0 0 0 0 3 9 17 17


Total SCPs: 4 4 4 4 4 4 4 4


SCPs Closed: 0 0 0 0 0 0 0 0


INFRASTRUCTURE 1/7 1/10 1/17 1/24 1/31 2/7 2/14 2/21 2/28 3/7 3/14 3/21 3/28 4/4 4/11 4/18 4/25 5/2


Pri-1 Total: 8 8 8 8 8 8 9 9


Pri-1 Closed: 0 2 3 4 5 5 5 5


Pri-2 Total: 29 29 30 30 32 34 34 39


Pri-2 Closed: 0 2 17 19 20 20 20 21


Pri-3/4/5 Total: 191 194 201 203 209 216 217 218


Pri-3/4/5 Closed: 0 4 48 56 61 62 64 64


Total SCPs: 29 29 29 29 32 32 32 32


SCPs Closed: 0 2 2 2 3 3 3 3


Software Totals 1/7 1/10 1/17 1/24 1/31 2/7 2/14 2/21 2/28 3/7 3/14 3/21 3/28 4/4 4/11 4/18 4/25 5/2


Pri-1 Total: 69 70 76 79 82 83 85 88


Pri-1 Closed: 0 7 34 39 43 49 60 62


Pri-2 Total: 228 240 263 277 293 303 310 317


Pri-2 Closed: 0 23 97 135 161 176 191 197


Pri-3/4/5 Total: 525 551 601 648 676 695 702 708


Pri-3/4/5 Closed: 0 23 105 118 134 172 195 196


Total SCPs: 103 104 109 109 114 117 118 118


SCPs Closed: 0 4 19 21 26 27 29 29
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A Recommended Way to Characterize

the Current Implementation







Universe of Situational Awareness Requirements

Universe of Situational Analysis Requirements

NGIT’s

Current Implementation

Polexis’

Current Implementation

Reqmnts Subset

Reqmnts Subset

COE

COE Common Support Apps



“COP-A”



“XIS-A”



ICSF



“XIS-I”



XDBI



CST
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How it Should Work: Drag & Drop





XIS Table

View 1

SymPlot

Mission

App

JMV/CR2/

SymPlot

Drag objects

to Table View 2

Drag objects 

to Chart

2

3

XIS Table

View 2

JMV Map

Plot SymPlot objects

2

2

2

2

1

1

1

3

3

3

3

Objects/data may be drag-enabled

2

2

2

2

1

1



JMV Map

1

Add data to

objects via 

XDBI

Plot mission app objects

May include 

Info from 

external

database

1

3

May include 

mission app object

Display data 

in XIS View

Ext

Data



TMS
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J2EE Overview





http://java.sun.com/j2ee









Client-Side ~ Server-Side _ Server-Side Enterp,
Preseniation _ Presentation Business Logic,  Information

Gient
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COE Tiger Team March Schedule





   



Develop COE Stress Test 2 Objectives

COE  TT Development team INRI/Polexis

Eng Release 2 –3/27

3/4-8/02

3/11-15/02

3/18-22/02

3/25-30/02

COE Drop 9 SystemTest

COE Drop 10 System Test

COE Drop 11 System Stress Test 2

COE Drop 12 System Test

COE Drop 13-3/28

Develop COE Stress Test 3 Objectives



   COMPOSE



OS Update

Conduct COE Stress Test 2 Review

GCCS/GCCS-M OAG/SYSADMIN

OAG Usability STR/SCP Adjudication 

Kernel P7 (Beta 2)

Customer Applications System Test

    - COE Drops include the following components:

   - Kernel  - ICSF  - XIS/XISMI  - CCE/CME  - Reqd COE Cmpts  - Security Templates



JMS/JMU/JMA

Security Template Validation

2/25-3/1/02

Lab Re-configure

COE Drop 8/9-2/28

APM Merge Host Validation

JPL Kernel Support On-site at TT



COE Drop 10-3/7



COE Drop 11-3/14

COE Drop 12 -3/21





DAC Implementation



MTC



TBMWD



TMSC



ATOX



SCTD



COE  IPR
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COE Tiger Team April Schedule





COE  TT Development team INRI/Polexis

   



Develop COE Stress Test 3 Objectives

4/1-5/02

4/8-12/02

4/15-19/02

4/22-26/02

COE Drop 13 System Test

COE Drop14 System Test

COE Drop 15 Regression Test and System Stress Test 3

Conduct COE Stress Test 3 Review

Customer Applications System Test

    - COE Drops include the following components:

   - Kernel  - ICSF  - XIS/XISMI  - CCE/CME  - Reqd COE Cmpts  - Security Templates

JPL Kernel Support On-site at TT



COE Drop 14-4/4



COE Drop 15-4/11



COE  IPR
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		  ICSF

		   AFW

		   IFL

		   JMV

		   JMVMD

		   TMS

		   TMSSD

		   TMSV

		   UCP





		  XIS/XISMI











		  Infrastructure

		  COE Kernel

		  SOLPTH

		  W2KPTH

		  JAVA2

		  WEBBr

		  PERL

		  SPCFG

		  NMSP

		  W2KCET/CNF

		  SECBNR

		  UPDTSL

		  SBDATA

		  SMB

		  PRINTS

		  PRINTC

		  PRINTD

		  ONDOC

		  CIFS

		  JMA/JMS/JMU



Software Metrics Grouping

		 The COE TT will report out weekly the STR open/close progress on the



following software groupings:

		 Common Applications

		  CCE	

		  CME

		  CNTP

		  CST

		  TBMWD *

		  TMSC *

		  NJI *

		  I3 *

		  TIBS *

		  TADIL-A/B *

		  SCTD

		  ATOX *

		  MTC *



Applications denoted with an * are intended to be  functional drivers to allow for sufficient environmental core testing








