Notes from the COE Architectural Oversight Group (AOG) Meeting, 5 April 2002
1.
Mr. Rob Walker (COE PM) opened the meeting with the following announcements:  


a.
CRCB Backbrief ‑ An updated 36-month plan was presented to the CRCB.  With the exception of a question on how the revised schedule would accommodate a spiral development model (as desired by the CRCB), there was not much feedback or discussion.  DISA will couch future 36-month plans wording to reflect spiral development activities.  Marine Corps wondered why the tactical workstation was not identified as a COE priority.  This oversight will be corrected in the next 36-month plan.

b.
AOG-ES Meeting ‑ A short AOG executive session (ES) would be convened immediately after the AOG to discuss the OSD COE platform “neckdown” guidance memo.

c.
Other News ‑ GCCS OIPT activities are likely to affect COE program status.  Army is on the hook to write an ORD (Operational Requirements Document) for the COE to support the COE becoming an ACAT program under the control of the Joint Staff.
2.
Ms. Julie Mintz (COE Production Engineering) briefed COE Production Engineering status; briefing highlights follow:


a.
The “C3I Link” Vision
· Goal is for the Intelligence and the Command, Control and Communications communities to:
· Meet in the SIPRNET “Marketplace”

· Integrate Intelink-S with C3 Pub-Sub

· One-stop Web Shopping for JTF Warriors

· DoD Data Emporium including XML Registry
· Now operational, IBS will be the first client

· Enables submission and retrieval of:

· XML components
· Reference data sets
· Database segments
· URL is:  http://diides.ncr.disa.smil.mil 
· DISA POC is:  Ms. Toni Weir, 703-882-1366 (DSN 381)

b.
Tiger Team Support
· Kernel Patch Segment, Developer’s Toolkit and NIS+ Admin Tool for 4.2.0.0P7
· Betas posted 15 & 29 March & April 3 (corrected betas continuing to be posted)

· Final delivery TBD, based on Tiger Team direction

· Tiger Team Engineering Drop
· ICSF4500P2drop11 and XISMI4.5.0.2drop11 were posted on the SPAWAR ftp server April 1


c.
COE Release 4.6
· Schedule is still TBD based on whether ICSF/XIS and related mission applications move to Java 1.4
· ICSF/XIS developers are doing port and providing lessons learned

· Tiger Team is doing analysis of differences between versions to help mission application developers estimate effort required, due to COE engineering 4/12

· Final Java 1.3 Tiger Team delivery (i.e., ICSF, XIS) scheduled for 4/30
· If decision is made to move to Java 1.4, tentative dates are:
· 1 May
Java 1.4 ICSF/XIS delivered for testing

· 24 May
Java 1.4 ICSF/XIS formally delivered for COE 4.6

· 31 May
4.6 on DADS (DISA Asset Distribution System) for Win2K/Sol8

· 21 Jun
4.6 CDs for Win2K/Sol8

· 3 Jul 
4.6 on DADS for WinNT/Sol 7/HP-UX 11.0

· 18 Jul 
4.6 CDs for WinNT/Sol 7/HP-UX 11.0


d.
COE Release 4.7 Considerations

· Tentative 4.6 release dates are 21 June and 18 July 2002

· Developers need time to integrate and test before receiving another major release

· Current ICSF contract ends 28 Feb 2003

· ICSF developer needs time to develop the 4.5.1.0 feature release (planned 5 December 2002 delivery) and needs to be on contract long enough to provide fixes

· ICSF 4.5.1.0 content will be negotiated by 15 May and agreed-upon content list will be briefed at the June AOG

· 4.7 release scheduled for February 2003

· In-depth functional testing will take place during December and January 

· Contents include kernel 4.2.0.8 and 4.2.0.0P8 and ICSF 4.5.1.0 and 4.5.0.0Px


e.
OS Support Issues
· Solaris patch 109322-07, which is included in SOLPTH 4.4.2.0, will cause problems on systems with Solaris 8 02/02 loaded. (will break your system by loading older patches on top of newer patches)
· Sun is aware of this problem (Bug ID 4528523)

· SOLPTH 4.4.4.0, which is in development, will work on the 02/02 OS

· Other patches (109320-04 and 110951-02) have caused problems on specific hardware, these will not be included in SOLPTH 4.4.4.0

· WARNING:  Developers and integrators will need to test O/S patches and patch segments on each type of hardware prior to loading on their systems.  DISA does not have the hardware or resources to test all possible combinations 

· According to Sun, the Solaris 8 02/02 version is the last Solaris 8 update (i.e., no more quarterly updates of Solaris 8)

· In June, Solaris 9 will be released, Solaris 8 will move to maintenance mode (i.e., no more driver updates and only limited critical bug fixes), and Solaris 7 will begin the end-of-life (EOL) process

· Starting September 2002, Solaris 2.5.1 will no longer be supported and will be patched only on a time-and-materials basis.  

· COE testing baseline will move to Solaris 8 02/02 (from 07/01 version) for COE release 4.7

AOG Action Items:  Army is to identify COE components being used on Solaris 7 that it needs DISA to continue supporting for Solaris 7.0 as well as Solaris 8.  All AOG members are to inform DISA of their plans/schedules to adopt/field Solaris 9.  Mr. Miller stated that ABCS version 6.3 SW is being currently being fielded with Solaris 7.0 and will be in a maintenance mode (post the May 2003 IOTE) and that no new development is planned.  He also reiterated to Mr. Walker that the services/agencies, although they can understand DISA’s “critical mass” problem, must also be given ample time to budget/resource for DISA’s projected lack of support for required COE components.


f.
Netscape/iPlanet Enterprise License
· Effective 15 March 2002, the DoD enterprise license is with AOL-SBS (Strategic Business System), not Sun/iPlanet

· Customers can continue to use software obtained under the earlier license

· If using Portal Server, contact the vendor, since support ends 15 June 2002 

· Future COE component segments will contain Netscape, not iPlanet, products, refer to:

· http://dii-sw.ncr.disa.mil/Del/netlic.html 

· http://enterprise.netscape.com/ 

· http://www.iplanet.com/about_us/features/alliance_end_5_2_1_031502.html 

Note:  There is one exception; Portal Server is not on the new contract.  Folks needing this product are to contact Mr. Rick Reinhardt (the DISA POC) for support contract information; reinharr@ncr.disa.mil .
· A spreadsheet is provided as an attachment to these AOG minutes.  It depicts the currently available segmented products in this area.  If you have a requirement for a product that has not been segmented, please contact Mr. Al Miller or Ms. Esther Williams.


g.
Proposed COTS Segment Support
· If a COTS product on the 3.x baseline has a critical security vulnerability, the corresponding segments will be marked “OBE” and removed from the COE

· Customers can assess the risk and continue to use the software, but it will no longer be available for download from DISA’s DADS server

· On the 4.x baseline, the COE will move forward to the latest supported version (i.e., the version that can be patched for security)

· Developers for Apache, Tomcat, and J2SDK briefed at their CDR (Critical Design Review) that they plan to deliver segmented product versions for all COE-supported OSs, that is, Windows NT, Windows 2000, Solaris 7, Solaris 8, and HP-UX 11.0

· Due to limited resources, COE Engineering Office wants to minimize the amount of software delivered to DISA unless there is demonstrated customer demand.  (The I&RTS will be modified to reflect that software only needs to be delivered on those platforms for which there are known customers.)

· Proposed policy:  New products will be added to the baseline only for Windows 2000 and Solaris 8 unless customers present a strong justification

· No new products will be added to the baseline for Windows NT

· HP-UX 11.0 segments will be delivered only if customers show a plan for fielding them

· Solaris 7 segments will be delivered only if customers request them and justify why they cannot use Solaris 8 (Note:  Most applications delivered for Solaris 8 seem to run on Solaris 7, but the segmenters may not update the documentation or perform the requisite testing, so they state that the product is a Solaris 8 only product)
Note:  Mr. Al Miller, said that this proposed policy appeared to be counter to the original objectives of the COE.  Mr. Rob Walker, COE PM, responded that smart business decisions must prevail and that “shelfware” is not a luxury DISA can afford given the resource reality.  Mr. Miller responded that when one is dealing with fielded systems, one does not always have the luxury of moving forward to the latest and greatest software versions.


h.
Java End-of-Life Policy
· http://java.sun.com/products/archive/eol.policy.html describes the policy and http://java.sun.com/products/archive/ lists the end-of-lifed versions 

· 1.3.1_02, 1.2.2_010, 1.1.8_008 are the most current archived versions

· COE Engineering will look at developing guidance on how to best develop applications to minimize problems when porting between versions.

· Major Product Family Release (x.x.0)

· Java technology policy is to support the current shipping version of Java 2 Standard Edition plus two back versions.

· Once the End-of-Life process starts on a major product family release, a notice will be posted on all relevant download pages stating that the product has entered the EOL process and how long the process will continue until the product is no longer supported by Sun. Note that customers may procure specific support entitlements to provide product support beyond the stated EOL period.

· Once EOL has been announced on a major product family, Sun will provide support for a subsequent 1.5 year period.

· Minor Product Release (x.x.y)

· Once the End-of-Life process starts on a minor product family release, a notice will be posted on all relevant download pages stating that the product has entered the EOL process and how long the process will continue until the product is no longer supported by Sun. Note that customers may procure specific support entitlements to provide product support beyond the stated EOL period.

· Once EOL has been announced on a minor product family, Sun will provide support (including product updates, e.g. 1.3.0_0x) for a subsequent 6-month period. 

· Update Releases (x.x.x_y)

· An update release is generally produced quarterly for current Java technology major product family releases.

· Since this an update to a major product, the update itself does not have a separate EOL period.

· Once a new update is issued, the options are:

· The new update will become the alternate download and if there was a previous alternate download, that version will immediately migrate to the EOL and Product Archive page for historical purposes and to allow developers to resolve issues with unsupported EOLd products The displaced update is no longer supported by Sun

· A new update release may become the default release and if so, it will immediately displace the old default downloads to the EOL and Archive Page.

i.
COP 101 Training to follow Developer’s Tech Exchange (May 17)
· Half-day overview of the design of the Common Operational Picture covering:

· 3.x to 4.x Design Changes

· 3.x to 4.x Interoperability

· Web COP and the COE Community Process

· Intended audience is program and project managers, not developers
· Scheduled for 0900-1200, Friday, 17 May, at the DoubleTree Hotel, 7801 Leesburg Pike, Falls Church, VA  22403 (where the COE Developers’ Technical Exchange is being held).

3.
Mr. Wayne Duke (representing Navy) presented an update of the COE 4.5 Tiger Team effort; briefing highlights follow:


a.
Tiger Team Objectives
· To mature the COE 4.5 baseline so that systems can start their formal integration, certification, operational test, and fielding process

· Success criteria:

· Close all pri-1/2 GSPRs 
· Full 3.X functional equivalency and all new functionality properly working

· All stability, reliability, and performance issues addressed

· Solaris-8 and W2K will be targeted baselines

· HP and NT will be delivered after Tiger Team completion based on recompilation of above baselines

· Joint effort with primary participants being DISA COE, GCCS, and Navy

· Air Force and Army have participated 


b.
Accomplishments (reply to Navy Flag questions asking what has been accomplished to date)
· Consolidation of CM databases 

· Provided on-site CM control of the COE Infrastructure to the TT

· After thorough review/scrub, provided the starting baseline of problems to be addressed by TT

· Effective on-site interaction of test and development teams have lead to a more efficient identification and closure of problems

· Balancing act to leverage assets to support weekly software updates (12 to date)

·  TT Eng Rel. #2 posted 1 Apr 02
· Closures to date:  (closed/total) Pri-1 (75/86) , Pri-2  (274/370), Pri-3/4/5/SCPs  (332/946)

· All currently identified Pri-1/2 STRs are scheduled to be corrected prior to end of TT

· JPL on-site APM integration tests validated basics but identified issues  (all being worked)

· Validated Common C4I security template and working improved DAC implementation

· Have cut through Pri-1/2 “fog” where we are now able to identify/ address underlying “system” issues using focused stress and performance tests

· Overall CPU requirements greatly reduced and performance continues to improve

· Have significantly streamlined JMV and Symplot to improve performance

· Identified JAVA JVM related issues (possible buildup of excess threads, garbage collection, & JVM memory leak)  

· Have validated that track distribution/replication is solid and that operator input does not appear to be a significant factor in client performance/stability

· Have identified significant performance/CPU% issues w/ XIS/XISMI (SUN/Polexis working issues) (opening up TMS folder takes 40 – 60 minutes as a result of this problem)
· Operation Advisory Group (OAG) completed

· Provided some 174 comments as inputs

· 3 primary findings: Menu organization, PCs a plus, need to improve HCI response

· Have developed draft “Key Performance Parameters” (KPPs) to measure success of TT effort (Exit Criteria)

·  Divided into 5 areas: S/W Maturity, Functional Completeness, Performance, Stability, & Security

c.
Plans for the Next 4 Weeks (High risk items are identified with **)

· Correct all remaining and newly identified Pri-1/2 STRs  

· As of Tuesday, 2 April, 11 pri-1 STRs and 96 pri-2 remaining (all assigned for delivery by 4/15).  Mr. Duke noted that there is a possibility all priority 2 problems may not be fixed.
· Optimize system performance to maximum extent possible 

· Developer currently working identified performance STRs and using KPPs as checkpoint 

· Bullet-proof system using combination of stress & endurance tests **

· Scheduling 4hr, 12 hr, and 24 hr stress tests and 100 hr endurance run to identify any remaining problems and to validate system stability

· Last week conducted two 4 hour and one 12 hour stress runs followed by 12 hour endurance run

· System performance and stability initially good until CST (COP Synchronization Tools, a GCCS mission application) was enabled

· Data input rates were captured at 80 per second
· Servers exhibited high CPU utilization but stayed up
· Clients became sluggish and graying-out occurred during times of high CPU utilization (small number of workstations become unusable trying to sync up with the server) 

· Increase testing of XIS/XISMI and identify/correct issues **

· Address performance/CPU% issues and increase testing as updated I3 Applications become available 

· Final CST delivery is post-TT **

· Working with CST engineering drops but all functionality is not yet supported
· A functionally complete 3.X equivalent delivered 2 Apr

· Adds risks, but believe problems can be address post-TT in patch releases 

· Address potential JVM Related issues **

· Address identified excessive thread, garbage collection, and memory leak problems **

· JAVA 1.4 transition on-going w/ 30 Apr delivery for test

· Will complete TT on JAVA 1.3.1 to be able to use available mission applications

· JAVA 1.4 version of SAME software will be available 2 weeks later (17 May)


d.
Metrics

· Significant performance improvement observed on 4.x.  Steady state server CPU utilization was approx 50 – 60% on 3.x for 10,000 total tracks with a 20 update/second rate.  The same 4.x test shows server CPU utilization rates in the vicinity of 20 – 30% (except for space tracks that are still consuming approx 50% of CPU).  Note system is limited to a maximum track load of 20,000 tracks (database cannot support more than 20K tracks in 4.x)
· Steady state client CPU utilization are also showing some improvement.  W2K client is generally better than SUN’s client

e.
OAG (Operational Advisory Group) Results
· S/W base line 4.5 P2 Drop 6

· The PC w/s were a huge success in merging tactical and non- tactical functions into single platform

· Menu organization and naming need to be address 

· User HCI is still sluggish  (OAG build six drops behind current build)

· TT leadership addressed and adjudicated OAG comments

· In order to complete the remaining STRs, recommend deferment of OAG actions to post TT but prior to next OAG.  Recommend June/July OAG

· OAG comments will be inserted into the STR DB with an OAG search tag

· Many useful HCI improvement identified that relatively easy to implement post TT


f.
Discretionary Access Control (DAC) & Late Binding Discussions
· JPL will complete late bindings implementation for Unix only (P7 Final)

· Implementing late bindings for Windows is not appropriate since restrictions with the number of groups a user can be a member of are not applicable

· Concluded that systems could get by with 12 Unix groups and could allow ICSF to retain current 4 groups and thus ICSF would not have to be changed to support late bindings

· On Unix, application of late bindings segment (developed by the system integrator) will consolidate groups & apply associated permissions to established desired DAC configuration 

· On Windows, a similar process will be require, but instead of a late bindings segment, a secondary "DAC_implementation" can be applied to set the required permissions.  This segment would use the MSI-provided cacls.exe/xacls.exe to accomplish required settings 

· JPL has provided draft DOs & DON’TS guidance to support above 

· Systems have been asked for segment “group” usage info to facilitate giving group requirements and to allow systems to provide definitive guidance on groups to use (especially an issue for common segments)  Mr. Bob Miller (ROBERT.B.MILLER@saic.com) is working this issue for ABCS.

g.
What’s Left…

· Complete DAC/late bindings coordination efforts

· Deliver final TT drops (5 & 15 Apr)

· Complete validation of all STR corrections

· Continue aggressive test schedule to include stress, performance, and endurance test

· Validate accomplishment of KPPs

· Identify any outstanding issues that must be addressed post-TT

· Post TT Java 1.3.1 pre-final release on 30 Apr

· Conduct testing of Java 1.4 equivalent of above and deliver TT “Final” release to COE Eng on 17 May for inclusion in COE 4.6 delivery

· Will also be posted on ftp site on 24 May

4.
Mr. Mike Ellis (SAIC, Java segmenter for COE Engineering Office) provided a brief overview of described the Java security issues and a proposal for a new Java segment structure; briefing highlights follow:


a.
CRCB Approved Risk Management Strategy
· Based upon a Java vulnerability, the CRCB approved a risk management strategy in May 2001 to migrate from vulnerable software versions

· Upon discovery of a Critical or Priority vulnerability for which no patch or workaround is expected:

· COE Engineering Office will notify AOG that the vulnerable software version will be removed from the COE repository

· It will be replaced (if possible) with a new, secure version
· Should removal have a significant cost impact, CRCB will be consulted

· System PMs will decide whether or not to continue using the vulnerable software version to support current operations

· Current Java security vulnerabilities warrant this risk management strategy

· Need to separate JREs into individual segments in order to be able to migrate from vulnerable versions

b.
Recent Java Security Issues (since 4 March 2002)
· Sun Security Bulletin #216 – Critical rating – COE vulnerability coe02_018

· Allows an untrusted applet to monitor requests to and responses from an HTTP proxy server when a persistent connection is used between a client and an HTTP proxy server.

· Sun Security Bulletin #217 – Routine rating – COE vulnerability coe02_024

· A Java Web Start application may gain access to restricted resources.

· Sun Security Bulletin #218 – Routine rating – COE vulnerability coe02_025 

· A vulnerability in the Java Runtime Environment Bytecode Verifier may be exploited by an untrusted applet to escalate privileges.

· The following releases are affected by these Java security vulnerabilities:

· Windows Production Releases

· SDK and JRE 1.3.1_01a or earlier

· SDK and JRE 1.3.0_05 or earlier

· SDK and JRE 1.2.2_010 or earlier

· JDK and JRE 1.1.8_008 or earlier

· Solaris Production Releases

· SDK and JRE 1.3.1_01 or earlier

· SDK and JRE 1.3.0_05 or earlier

· SDK and JRE 1.2.2_10 or earlier

· JDK and JRE 1.1.8_14 or earlier

c.
JAVA1 Segment Versions (red is vulnerable, green is not)

	JAVA1 1.0.1.0 Segment
	Solaris
	Windows
	HP-UX10.20

	Vulnerable:
	1.1.8_12
	1.1.8_006
	1.1.8_04

	Not Vulnerable:
	1.1.8_15
	1.1.8_009
	1.18_0


	JAVA2 4.4.1.0 Segment
	Solaris
	Windows
	HP-UX10.20

	Vulnerable:
	1.2.2_05a

1.2.2_010

1.3

1.3.1

1.3.1_01
	1.2.2_006

1.2.2_010

1.3

1.3.1

1.3.1_01
	1.2.2_004

1.2.2_006

1.2.2_010

1.3



	Not Vulnerable:
	
	
	1.3.1_02


	JAVA2 4.4.2.0 Segment
	Solaris
	Windows
	HP-UX10.20

	Not Vulnerable:
	1.2.2_011

1.3.1_03
	1.2.2_011

1.3.1_03
	1.2.2.011

1.3.1.02



d.
New Proposed Java 1.4 JRE/SDK Segment Architecture
· The new Java segments will contain only one version of Java (one JRE).

· Enables better control over the Java segment (JRE management) e.g., removing JRE segments that are OBE’d

· The 64-bit optional package is specific to the JRE version

· The JCE (Java Cryptography Extension) policy files is specific to the version of Java

· Developers can add requires for the specific version they need.

· Multiple versions can be installed on each platform

· PostInstall is “smart” when it comes to installing OS patches and Font packages.  If patches are already present they will not be installed, the same for Font packages 

· Issues with Java 1.4 and later to consider

· 32-bit and 64-bit versions

· The Java JRE/SDK 1.4 now has 32-bit and 64-bit support for Solaris 8.  The main install is 32-bit and then the 64-bit support comes in additional packages that are loaded later.

· Recommend we have a 32-bit segment

· Separate segment that adds the 64-bit additional files

Note:  Use COEFindSeg to ascertain the version of Java your segment needs; this will require a re-write of existing segments.


e.
Java Cryptography Extensions (JCE)
· JCE 1.2.1 is now available.  The difference between JCE 1.2 and JCE 1.2.1 is that JCE 1.2.1 is exportable outside the U.S. and Canada due to mechanisms it implements to ensure that only qualified providers can be plugged into the framework. 

· JCE has been integrated into the Java 2 JRE/SDK, v 1.4. Like JCE 1.2.1, it is exportable

· The JCE framework in the Java 2 JRE/SDK, v 1.4 (and in JCE 1.2.1) includes an ability to enforce restrictions regarding the cryptographic algorithms and maximum cryptographic strengths available to applets/applications in different jurisdiction contexts (locations). Any such restrictions are to be specified in "jurisdiction policy files" that are downloaded along with the JCE software. 

· Due to import control restrictions of some countries, the jurisdiction policy files shipped with the Java 2 JRE/SDK, v 1.4 allow "strong" but limited cryptography to be used. An "unlimited strength" version of these files indicating no restrictions on cryptographic strengths is available. 

· SAIC recommends that "unlimited strength" policy files be contained in a separate segment that can be export-controlled. 

f.
New Java JRE/SDK Segment Naming Conventions
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The segment name and prefixes are unique, the directory is unique.  Note the segment installation logic will be smart enough so that a 64-bit segment will not load on a 32-bit O/S.


Example Requires Descriptor:

[Requires]
J2SE JRE 1.4:J2JRE:/h/COTS/J2JRE_1.4:4.6.0.0

g.
J2SDK Segment Directory Structure
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J2SE JRE 1.4 J2JRE J2JRE_1.4 4.6.0.0/1.4 None

J2SE JRE 64bit 1.4 J264RE J2JRE_64bit_1.44.6.0.0/1.4 J2SE JRE 1.4

J2SE JRE JCE Policy 1.4 J2JCER J2JRE_JCE_1.4 4.6.0.0/1.4 J2SE JRE 1.4
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Segment Name Segment 

Prefix

Directory Name Version Requires

J2SE SDK 1.4 J2SDK J2SDK_1.4 4.6.0.0/1.4 None

J2SE SDK 64bit 1.4 J264SK J2SDK_64bit_1.
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5.
Ms. Jaci Knudson (knudsonj@spawar.navy.mil) presented a proposal for a Joint Service NBC (Nuclear, Biological, Chemical) XML Namespace; briefing highlights follow.  


a.
Rationale for an XML Namespace for NBC
· NBC information exists within many domains with many stakeholders

· Intelligence

· Meteorological

· Medical/Personnel

· Logistics/Combat Support

· External DOD Agencies: Dept of State, DOT, HLS, FEMA, EPA etc

· NATO ATP-45B

· USMTF & VMF implementations

· Trilateral Data Interchange – US, UK and Canada


b.
About the Joint NBC Community

· NBC has a Joint Community

· Public Law 103-160

· Sponsored through ASD NBC Defense (also the FDAd)

· Joint Material Systems Group - Authorizes Programs

· C4ISR Integration
· Sensors
· Joint Systems Integration Group - User Community

· Services/Agency

· Army Lead – SBCCOM/PEO NBC Defense

· Navy Lead – N70CP/NAVSEA

· Air Force Lead – Air Force Human Systems

· Marine Corps Lead – MARCORSYCOM PM NBC Defense

· Joint – DISA, GCCS

· DTRA (Defense Threat Reduction Agency)


c.
Ongoing Efforts
· Working group with Central MASINT

· Joint Chair working sensor XML

· Coordinated by Geospatial and Imagery (Mr. Anthony Golassi is the cognizant XML Namespace Manager)

· DATSD for CB Defense

· Charged by DEPSECDEF and USD(AT&L) for all data associated with CB modeling and simulation

· CB Defense M&S Master Plan all programs are to be interoperable, e.g. COE compliance.  Examples:

· ECTA (Embedded Common Technical Architecture) - XML Schema for ATP-45B report processing and sensor collections
· JEM (Joint Effects Model) - Effort to integrate NBC hazard prediction models
 using XML
Note:  There appeared to be no objections from the AOG membership regarding the creation of an NBC XML Namespace.

6.
Mr. Rob Walker then presented updated Action Item status; briefing highlights follow:


a.
AOG-0106-01 - Develop a list of lightweight candidate GOTS (& COTS if possible) for process management that address graceful shutdown as well as the capabilities currently in the Administration Services SRS.  (Admin TWG)

· Ileana Reisch, SMS TWG co-chair, reported that the MACI (MCS/ASAS Common Infrastructure) Process Management software was reviewed at the last SMS TWG meeting and appeared to be robust and met over 80% of the stated requirements, in both the Admin and Real Time areas.  This is a UNIX-only implementation.

· TWG also reviewed some Windows products and suggested further consideration of these by the NTAG.

· Recommended closure of Action Item – DISA concurred and asked Army to consider the implications of providing MACI to the COE.  Mr. Walker noted that it might be possible for Army and the COE Engineering Office to team up to develop a transition strategy for life cycle support of the product, should it be brought in as a COE component.  Army took an action to work resourcing with DISA.


b.
AOG-0106-04 - NIMA and DISA will coordinate with Services and Agencies via MCG&I TWG and pertinent PMs to 1) identify which draft JMV APIs to accept and retain in the COE for 4.x life-cycle support, and 2) determine which programs are interested in the C/JMTK Translation Layer and what APIs it should include. (assigned to NIMA, DISA)
· Good response to survey; 500 APIs identified
· Remains OPEN - due within two months following C/JMTK contract award (source selection still in process)
· Per NIMA, the proposal process was re-opened and submitted proposals will be re-evaluated.  No additional data available, other than the fact that a June 2002 decision is now expected.

c.
AOG-0107-04 - Make recommendation to AOG for additional APM APIs (assigned to SEWG, Kernel TWG)

· All kernel enhancements are being managed through the Tiger Team
· All who want enhancements should participate as part of Tiger Team
· CLOSED

d.
AOG-0201-01 – Develop and document a mechanism for managing, distributing, and notifying users of changes to the CITI compliance algorithms. (Toolkit TWG)  
· Action assigned to CITI Compliance Subgroup
· Meetings of the engineering organizations for GCCS, GCSS and COE are on-going .
· Guidance will be provided as soon as the sub-groups recommendations are complete and agreed upon.  The I&RTS Appendix B will be modified as needed
· Remains OPEN

e.
AOG-0202-02 – Systems Management Services TWG will participate in IPv6 Working Group. (SMS TWG Co-Chairs)

· Dr. Charles Lynch, lynch1c@ncr.disa.mil, 703-882-0063 is POC
· Will there be a Navy Chair for the Communications TWG – Mr. Wayne Duke to research
· Per Mr. Al Miller, in conjunction with their FIOP tasking, Army is pressing with an implementation for VMF.
· Remains OPEN

f.
AOG-0202-04 – COE Engineering Office will publish notional 4.6 schedules.  Once AOG representatives see the options, they will provide feedback on their desired dates and implementation.  (COE Chief Engineer, AOG Representatives)
· Addressed during March AOG Production Engineering Briefing
· Draft release schedule cannot be provided until Tiger Team schedule is locked down
· Remains OPEN

g.
AOG-0203-01 – COE Engineering Office requested review of the I&RTS v4.2 Draft

· Many comments were received and are being processed by the Engineering Office
· CLOSED

h.
AOG-0203-01 – COE Engineering Office requested review of the IUS v4.1 Draft

· Feedback due 12 April 2002

· Remains OPEN
7.
Mr. Jay Scarano (Mitre, Air Force AOG rep) reported that there had been a very positive meeting with the DoD Deputy CIO, Ms. Priscilla Guthrie, regarding the desirability of Linux in the DoD.

8.
Mr. Al Miller (Army AOG rep) provided Army status as follows:


a.
He expressed some concerns about the CEWG/PEO Interchange forum’s new emphasis on the COE supporting the new GCCS Family of Systems (FOS).  He is concerned that resource priorities and focus of the COE would be on the GCCS family of systems (FOS), and that other C2 systems, not part of the GCCS family, would be “second class” and non-C2 systems would have even lesser priority.  Mr. Rob Walker responded that Army is lead on the writing of the ORD for COE and that there was recognition that the ORD needs to include other systems beyond the GCCS family. 

b.
Ms. Williams announced that the Messaging TWG appreciates the good attendance at the last TWG meeting in Eatontown despite the short notice provided to attendees.  The WSTAWG’s JVMF parser is being proposed for the COE.  Ms Julie Mintz requested a copy of the PDR briefing for review; upon reviewing it, she will inform the JVMF parser developers and their sponsor, Mr. Steve Klynsma, what changes (if any) are needed to support a CDR with the COE Engineering Office.
9.
Mr. Wayne Duke (Navy AOG rep) requested a copy of DISA’s white paper describing the new, proposed Java segmentation approach, DISA concurred.  The white paper will be sent out with these AOG minutes.

10.
Mr. Rob Walker closed the meeting with the announcement that there will be no May AOG due to conflicts with the annual Software Technology Conference in Salt Lake City.  The next AOG is scheduled for 7 June at DISA Skyline 7, 5275 Leesburg Pike, Falls Church VA, Room 1N47.  It will be followed by a TWG Chair meeting. 
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